
USDA GUS TRAINING
How to Become a GUS Lender and Set Up Users

Presenter
Presentation Notes
Welcome to the How to Become a GUS Lender and Set Up Users training module presented by the USDA Single Family Housing Guaranteed Loan Program.




Training Objectives:

• Understand the steps the lender needs to take to access GUS.
• Two ways to participate in the USDA Guaranteed Loan Program using GUS – Approved 

Lender or Lender Agent (Broker).
• Get familiar with the USDA LINC Training and Resources site.
• Setting up an e-Authentication account.
• Understand important forms necessary to complete for approval and for future 

updates.
• Understanding the role of the Security Administrator.

Presenter
Presentation Notes
In this training module, we cover the following training objectives:

Understand the steps the lender needs to take to access GUS.
There are two ways to participate in the USDA Guaranteed Loan Program using GUS – 1) Either as an Approved Lender or 2) as a Lender Agent (Broker).
Get familiar with the USDA LINC Training and Resources site.
Understand how to set up an e-Authentication account.
Understand the important forms necessary to complete for approval and for future updates.

And finally,

Understand the role of the Security Administrator.







Gaining Access to GUS for USDA Approved Lenders

USDA Approved Lenders
• Maintain USDA Approved Lender status.
• Complete GUS required training.
• Activate an e-Authentication ID and password for Security Administrators.
• Complete GUS approval paperwork.
• Receive approval from USDA.

Presenter
Presentation Notes
Let’s discuss how to gain access to GUS for current USDA approved lenders.

First, the approved lender must maintain their USDA approved lender status with the Agency.

All required parties that will access GUS must complete all applicable GUS training modules.

The Security Administrators (SA’s) must activate e‐Authentication ID’s and passwords.   

The lender must complete the required GUS approval paperwork. 

Finally, the lender will submit all required paperwork and evidence of training completion to USDA for review and approval.  



Gaining Access to GUS for Third Party Originators and Brokers

Third Party Originators and Brokers
• Work with an approved USDA lender as an Agent.
• Activate an e-Authentication ID and password.
• Provide USDA Approved Lender with e-Auth ID and lender agent tax id.
• USDA approved lender will set lender agent up in GUS to originate loans.

Presenter
Presentation Notes
Mortgage brokers and other lending professionals that are not eligible to become a USDA approved lender or prefer to participate in the program as correspondent lender, etc. may still be eligible to utilize GUS through the following steps: 

Many approved USDA lenders will grant their correspondent lenders access to GUS as an Agent in order to more efficiently submit loan files for underwriting. 
Lender agents will need to review the SFHGLP System Access and Security Guide on how to set up an e-Authorization ID. 
The agent can then provide their activated e‐Auth ID and lender agent Tax ID to the approved USDA lender. The approved lender can activate the agent in GUS under their company name and Tax ID. 

Please note that in some cases the lender agent Tax ID and address will have to be added to USDA's system in order for the approved lender to set up the agent. In that case, the approved lender or agent can request that USDA add their information into the system. A message will be returned to the approved lender and they will communicate to the lender agent how to proceed if necessary. 



GUS Training

GUS training must be completed by all required parties who will be accessing GUS 
before the GUS lender application is submitted to USDA for review. 

• Log onto the USDA LINC Training and Resource Library webpage 
https://rd.usda.gov/page/usda-linc-training-resource-library.  

• Scroll down to the Guaranteed Underwriting System (GUS) section.
• Under “Training” there will be GUS training modules for review.
• Security Administrators and Users with Final Underwriting Submission privileges 

are also required to complete the GUS trainings.

Presenter
Presentation Notes
GUS training must be completed by all required parties who will be accessing GUS before the GUS lender application is submitted to USDA for review. Proof of training will be in the form of a Training Certificate for each completed module.

To access training, follow these steps:

Log onto the USDA LINC Training and Resource Library webpage: https://rd.usda.gov/page/usda-linc-training-resource-library 
Scroll down to the Guaranteed Underwriting System (GUS) section.
Under “Training” there will be GUS training modules for review.  
Security Administrators and Users with Final Underwriting Submission privileges are also required to complete the GUS trainings.  

Please note that USDA highly recommends that existing GUS users take all GUS and USDA origination trainings for a better understanding of expectations, requirements, and to achieve a greater knowledge of guidelines.  

https://rd.usda.gov/page/usda-linc-training-resource-library


USDA LINC: Training and Resource Library

USDA LINC: Training and Resource Library
https://rd.usda.gov/page/usda-linc-training-resource-library

Presenter
Presentation Notes
To learn everything you need to know about GUS such as training, user guides, and forms, utilize the USDA LINC: Training and Resource Library. We have attached a screen shot of the what the page looks like as well as a copy of the web URL to access the site directly. https://rd.usda.gov/page/usda-linc-training-resource-library

When you select the link, the main page of LINC Training and Resources will display. Navigate to the Guaranteed Underwriting System (GUS) section and expand the section by selecting the (+). Select the link you want to explore.

To access the paperwork needed to become an approved GUS lender, select the “Gaining Access to GUS Fillable Forms” link.

This site will be your primary resource to view GUS updates, training, manuals and forms.

https://rd.usda.gov/page/usda-linc-training-resource-library


Setting Up an e-Authentication Account for Security Administrators

Setting Up an e-Authentication Account
• Step 1: Log onto the e‐Authentication website https://www.eauth.usda.gov/
• Step 2: Utilize the “SFHGLP System Access and Security Guide” to view 

step by step instructions on setting up the e‐Authentication account. 
• This can be found under the Security section of the USDA LINC Training & 

Resources webpage. 
• Step 3: Register for LEVEL ONE access. GUS only requires a LEVEL ONE 

access. Complete all of the required data fields. You can create your own 
unique e‐Auth ID and password. All passwords remain in the possession of 
the e‐Auth account holder.

• Step 4: An activation email will be sent to you typically within 24 
hours. There is a link in the email that must be selected in order to activate 
the e‐Auth ID.

Presenter
Presentation Notes
Now, let’s review how to set up and activate an e‐Authentication account. The step-by-step instructions are included in the link for “SFHGLP System Access and Security Guide” on the USDA LINC Training and Resources webpage under the Security section. 

Step 1:  Log onto the e‐Authentication website from the link: https://www.eauth.usda.gov/
Step 2:  Utilize the “SFHGLP System Access and Security Guide” to view step by step instructions on setting up the e‐Authentication account
Step 3.: Register for LEVEL ONE access. GUS only requires a LEVEL ONE access.  Complete all required data fields. You can create your own unique e‐Auth ID and password. All passwords remain in the possession of the e‐Auth account holder. USDA cannot reset an e-Auth password. If the user forgets his/her security questions, they must set up a new e-Auth ID.   
Step 4:  An activation email will be sent to you usually within 24 hours.  There is a link in the email that must be selected in order to activate the e‐Auth ID.  

NOTE: Failure to activate the ID within the allotted 7 days will render the account invalid. Users will have to start over with a new e‐Auth ID and password selection.  Be sure to check all junk or SPAM email folders if you do not see the activation email within a few days. 


https://gcc02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.eauth.usda.gov%2F&data=04%7C01%7C%7C37dcb2dcd55f4e01d61b08d87429c623%7Ced5b36e701ee4ebc867ee03cfa0d4697%7C0%7C0%7C637387070049339529%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=lSiEOcA0HBucqWaReg5XV5ogYjbFbB4vCH82OMTrCpE%3D&reserved=0


e-Authentication Tips

E-Authentication Tips:
1. One e-Authentication account per user.
2. Do NOT share an e-Authentication account with another user.
3. Keep passwords protected and do not share them with other USDA lenders or 

USDA employees.
4. Make sure to complete activation within 7 days or receipt of activation email.

Presenter
Presentation Notes
Here are some important e‐Authentication tips and reminders: 

Only one e‐Auth ID per user is allowed. If you are an agent and will be working with multiple USDA approved lenders, you still only need ONE e‐Auth account. This one account may be provided to the USDA approved lenders you wish to work with to originate loans.   

Do not share your e‐Auth ID and account with another person. Each user must have their own e‐Auth account. They are FREE!   

Keep your password protected and do not share it with anyone, including approved USDA lenders. They will only need your e‐Auth ID, never your password. 

Do not forget to complete the steps included in the activation email. You only have 7 days to select the link included in the email to activate your e‐Auth ID.  If you fail to do so, you must start the process over with a new e‐Auth ID and password.  



GUS User Agreement 

• The GUS User Agreement is located within the Gaining Access to 
GUS Fillable Forms link in the GUS training section.

• Only approved USDA lenders can apply for GUS access.
• The form is 8 pages; Read all pages and fill out form and email to 

the address listed on the form.

Presenter
Presentation Notes
Next, we will discuss the GUS User Agreement. The GUS User Agreement is located within the link, Gaining Access to GUS Fillable Forms in the GUS Documentation and Resources training section.  Please note that only approved USDA lenders can apply for GUS access.

On this slide is a view of the first page of the GUS User Agreement. The agreement is a fillable pdf. Please read all 8 pages of the agreement. 

Under “Lender Security Administrator (SA) information” section of the form, please enter the names and applicable information for two Security Administrators (SA’s). Only the SA’s can add employees to GUS and determine the level of access each user will have. When USDA approves the lender for GUS access, it is the listed Security Administrators that will receive the email notification.   

You might be wondering, “Can only one SA be listed?” Yes, but USDA highly recommends two. People get sick, take vacations, leave jobs, etc. By having at least two Security Administrators, there is a greater chance that the lender will be able to continue to manage their GUS needs if one SA becomes unavailable.   

Refer to the SFHGLP System Access and Security Guide under the Security section to help explain the GUS User Agreement.  When complete, this document may be emailed to the address at the bottom of page one of that form. Users may also complete, print, and mail to the physical address but email is preferred for faster access. 

IMPORTANT: Ensure a complete application package is submitted for review (including the training certificates)!  





USDA Review and Approval

USDA Review and Approval
• USDA will email the Security Administrators on the GUS User Agreement 

when approval is granted or if additional is needed.
• Security Administrators may log into GUS.
• Employees may provide activated e-Authorization ID’s to Security 

Administrators.
• Security Administrators may grant employee access.
• Utilize the SFHGLP System Access and Security Guide as a reference.

Presenter
Presentation Notes
After USDA receives and approves the lender’s complete application package to become a GUS user the following will occur: 

USDA will email the Security Administrators listed on the GUS User Agreement to share the good news! 

The Security Administrators may log into GUS and use the system. 

Employees and agents may provide their activated e‐Auth ID’s to the Security Administrators.   

Security Administrators can log into the “Authorization” menu option from the GUS Welcome screen to begin entering e‐Auth ID’s in order to assign GUS access and privileges. 

Please refer to the SFHGLP System Access and Security Guide for step-by-step directions to add or remove employees and agents from GUS.  



GUS Approval!

If your complete GUS application loan package has been approved by USDA, you can now originate 
guaranteed loans through USDA’s own Guaranteed Underwriting System! Welcome to GUS!!

Presenter
Presentation Notes
If your complete GUS application loan package has been approved by USDA, you can now originate guaranteed loans through USDA’s own Guaranteed Underwriting System!  Welcome to GUS!!



Security Administrator Role

Security Administrator Role
• In the SFHGLP System Access and Security Guide, there are step by step 

directions for a System Administrator to enter the Authorization screen and 
set up employees and agents.

• Approved lenders cannot add or delete Security Administrator’s without 
assistance from USDA.

• When a lender needs to add or delete a Security Administrator, they should go to 
the USDA LINC Training and Resource Library webpage. Scroll down to the 
“Security” section under “Documentation and Resources.” The “Additional 
Lender Security Administrator” fillable form is available for completion.

Presenter
Presentation Notes
We will now go into more detail on some of the things to know when it comes to the Security Administrator role.

In the SFHGLP System Access and Security Guide, there are step by step directions for a System Administrator to enter the Authorization screen to set up employees and agents.
Approved lenders cannot add or delete Security Administrator’s without assistance from USDA.   
When a lender needs to add or delete a Security Administrator, they will go to the USDA LINC Training and Resource Library webpage. Navigate to the “Security” section under “Documentation and Resources.” The “Additional Lender Security Administrator” form is available for completion.  
Remember, it is recommended that lenders setup at least two Security Administrators to cover for times when one SA is unavailable or is no longer with the lender.



GUS – Application Authorization Security Management (AASM) 

Presenter
Presentation Notes
The Security Administrator will have access to the Application Authorization Management System (AASM) service within GUS. The link is located on the GUS Home page and is labeled “Go to AASM”. The next slide will go into more detail on what happens when the SA selects the AASM link.




GUS – Application Authorization Security Management (AASM), continued… 

Presenter
Presentation Notes
When the Security Administrator (SA) selects the AASM link on the GUS home page, it connects them to “Application Authorization Security Management” system or AASM.  This is the online source that will allow the Security Administrator to enter an employee’s activated e‐Auth User ID and select the appropriate levels of access for the user.   

The AASM page allows Security Administrators to: 
• Authorize employees and agents, such as third-party originators, 
• Grant, modify, or remove level of access of automated systems for all users

Security Administrators will be appointed to oversee user access to all applicable systems such as GUS, lender loan closing, guaranteed annual fee payment, loan status reporting, loss claim submission, etc.  

For step-by-step directions on this process, see the SFHGLP System Access and Security Guide under the Security section.




Additional Lender Security Administrator Form

Security Administrator Role

• When a lender needs to add 
or delete a Security 
Administrator, they should 
go to the USDA LINC 
Training and Resource 
Library webpage.

• Scroll down to the Security
section under 
Documentation and 
Resources. The Additional 
Lender Security 
Administrator fillable form 
is available for completion.

Presenter
Presentation Notes
Let’s go into more detail on some additional things to know when it comes to the Security Administrator role.
In the SFHGLP System Access and Security Guide, there are step by step directions for a System Administrator on how to enter the Authorization screen and set up employees and agents.
Approved lenders cannot add or delete Security Administrator’s without assistance from USDA.   
When a lender needs to add or delete a Security Administrator, they should go to the USDA LINC Training and Resource Library webpage.   
Navigate to the “Security” section under “Documentation and Resources.” The “Additional Lender Security Administrator” fillable form is available for completion. Once filled out, the lender will send the form back USDA for review and processing.




Changes to a Branch or Security Administrator Needed

If changes are needed for a 
Branch or a Security 

Administrator needs to be added, 
changed or removed, go to this 

link and fill out this form.

Requesting Changes to a Branch and 
Add/Change/Remove Security Administrator
• The Additional Lender Security Administrator – Fillable 

includes a Lender Request for Branch Addition/Modification 
to the Rural Development Database.

• If there are changes to a branch address or point of contact 
needed, this form may be completed and emailed to USDA.

Presenter
Presentation Notes
Finally, we will discuss how to make changes to a branch or Security Administrator. The lender will follow these steps to initiate a change request:

First, navigate to the LINC Training and Resources webpage and locate the Security section of the page.
Expand the Security section by selecting the (+) icon.
Next, select the Additional Lender Security Administrator – Fillable PDF which includes a Lender Request for Branch Addition/Modification to the Rural Development Database.  
If there are changes to a branch address or point of contact needed, this form may be completed and emailed to USDA.  

It is important to note that the approved lender MUST request the Security Administrator be removed upon departure of employment with the approved lender.

This concludes the How to Become A GUS Lender and Set Up Users training module. 



End Slide

USDA is an equal opportunity provider, employer, and lender.


	USDA GUS TRAINING			
	Training Objectives:
	Gaining Access to GUS for USDA Approved Lenders
	Gaining Access to GUS for Third Party Originators and Brokers
	GUS Training
	USDA LINC: Training and Resource Library
	Setting Up an e-Authentication Account for Security Administrators
	e-Authentication Tips
	GUS User Agreement 
	USDA Review and Approval
	GUS Approval!
	Security Administrator Role
	GUS – Application Authorization Security Management (AASM) 
	GUS – Application Authorization Security Management (AASM), continued… 
	Additional Lender Security Administrator Form
	Changes to a Branch or Security Administrator Needed
	End Slide	 




Accessibility Report





		Filename: 

		Lender_Module 1_How to Become a GUS Lender and Set Up Users_December 2020.pdf









		Report created by: 

		



		Organization: 

		







[Enter personal and organization information through the Preferences > Identity dialog.]



Summary



The checker found no problems in this document.





		Needs manual check: 0



		Passed manually: 2



		Failed manually: 0



		Skipped: 0



		Passed: 30



		Failed: 0







Detailed Report





		Document





		Rule Name		Status		Description



		Accessibility permission flag		Passed		Accessibility permission flag must be set



		Image-only PDF		Passed		Document is not image-only PDF



		Tagged PDF		Passed		Document is tagged PDF



		Logical Reading Order		Passed manually		Document structure provides a logical reading order



		Primary language		Passed		Text language is specified



		Title		Passed		Document title is showing in title bar



		Bookmarks		Passed		Bookmarks are present in large documents



		Color contrast		Passed manually		Document has appropriate color contrast



		Page Content





		Rule Name		Status		Description



		Tagged content		Passed		All page content is tagged



		Tagged annotations		Passed		All annotations are tagged



		Tab order		Passed		Tab order is consistent with structure order



		Character encoding		Passed		Reliable character encoding is provided



		Tagged multimedia		Passed		All multimedia objects are tagged



		Screen flicker		Passed		Page will not cause screen flicker



		Scripts		Passed		No inaccessible scripts



		Timed responses		Passed		Page does not require timed responses



		Navigation links		Passed		Navigation links are not repetitive



		Forms





		Rule Name		Status		Description



		Tagged form fields		Passed		All form fields are tagged



		Field descriptions		Passed		All form fields have description



		Alternate Text





		Rule Name		Status		Description



		Figures alternate text		Passed		Figures require alternate text



		Nested alternate text		Passed		Alternate text that will never be read



		Associated with content		Passed		Alternate text must be associated with some content



		Hides annotation		Passed		Alternate text should not hide annotation



		Other elements alternate text		Passed		Other elements that require alternate text



		Tables





		Rule Name		Status		Description



		Rows		Passed		TR must be a child of Table, THead, TBody, or TFoot



		TH and TD		Passed		TH and TD must be children of TR



		Headers		Passed		Tables should have headers



		Regularity		Passed		Tables must contain the same number of columns in each row and rows in each column



		Summary		Passed		Tables must have a summary



		Lists





		Rule Name		Status		Description



		List items		Passed		LI must be a child of L



		Lbl and LBody		Passed		Lbl and LBody must be children of LI



		Headings





		Rule Name		Status		Description



		Appropriate nesting		Passed		Appropriate nesting










Back to Top



